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**ABSTRACT**

Data encryption for secure storage and transfer is a project done to address the many insecurities which we encounter while sharing important and sensitive data including videos, images and files through the internet by ensuring all that data is secured before being shared across the internet.

The main purpose of this project is to develop an offline encryption application whereby after encrypting the data, the sender can send the encrypted data to the receiver who he/she has shared the key with.

This project will make use of Advanced Encryption Algorithm (AES) due to its strong key encryption key and its efficiency to both hardware and software which makes it strong and favorable.

This will be able to protect files and data from cyber-attacks like eavesdropping.
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